The Effect of Perceived Security towards Intention to Use Digital Payment through a Trust
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Abstract. The purpose of this study was to determine the influence of perceived security on trusts and their impact on intention to use digital payments. The study used causal studies to determine intervariable influences. The population used in this study is Micro Small Medium Enterprises (MSMEs) actors in the culinary and fashion fields in the city of Bandung who have not implemented digital payment in carrying out their business activities. The type of data used is primary data collected through instruments in the form of questionnaires, then the data is processed using statistical analysis tools. The results showed that perceived security had a positive and significant effect on trust. Then, trusts have a positive and significant effect on intention to use and trusts can mediate the perceived security influence on intention to use. These results show that the perception of MSMEs who consider digital payment safe to use in making transactions, will increase their trust in digital payment services, which are ultimately going to encourage interest in using digital payments. Therefore, it is important to pay attention to perceived security variables and trusts to be able to influence the intention to use digital payment to MSMEs in the city of Bandung.
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1. Introduction
Digital technology is growing so rapidly that it is causing changes in people's mindsets and habits in the world [1]. Developments in financial technology (fintech) encourage the emergence of the cashless society phenomenon which is a condition of society no longer uses cash as a means of payment in making transactions of its economic activities [2]. The government through Bank Indonesia created a national non-cash movement program (GNTT) to support the creation of cashless society ecosystem in the community[3]. The MSMEs sector is one of the concerns of the government to realize a cashless society through efforts to digitize payments [4]. Micro, Small and Medium Enterprises (MSMEs) play a very large role in advancing the Indonesian economy through relatively high labour absorption, contributions to regional incomes and state incomes and their small investment capital needs causing MSMEs to flexibly adjust to answering changing market conditions and making them less vulnerable to various external changes [5]. Over the past three years the number of MSMEs in Indonesia who
have implemented digital payments in their business activities is 24.7 million or 38.6% of the total 64 million MSMEs in Indonesia [6]. Based on these data, it is known that there are still many MSMEs in Indonesia who have not implemented digital payment in carrying out their business activities. The perception of security and trust is the reason many MSMEs have not implemented digital payment [7]. The culinary and fashion sector is a business that is considered more ready to implement a digital payment system in the transaction process [8]. In the city of Bandung, the number of MSMEs continues to grow over the past six years by 3.8% [9] but only 12% of the total 111,627 MSMEs have implemented digital payments. The explanation illustrates that the interest in using digital payment in the MSMEs sector in Bandung can be said to be low.

The promised security and privacy issues that service providers can properly address make consumers consider trust in using electronic transactions [10]. Service providers that ensure user information is securely maintained will develop consumer confidence to use online applications [11]. The perception of consumers that an app gives them security can increase their trust in using the application [12]. [13] and [14] states security as one of the antecedents that positively impact trust. [15] states that perceived security affects trusts with a sense of security in using digital services and protects users from the risk of uncertainty. According to [12], [16], [17], perceived security affects trust. The same result was also stated by [18].

Security becomes an important factor for users of digital payment methods [19]. Digital financial services with inadequate security systems pose a variety of security threats that make consumers feel hesitant in using them, so electronic financial services must have strong security to be able to increase customer trust and foster interest in using them [20]. According to [21] many people are afraid to do the digital transaction because of security issues. Customers may not trust the information system provider and they will refuse to make any transactions via electronic payment unless privacy and security features are involved [22]. Research conducted by [23] and [18] found that safety has an impact on interest in using. This is in line with the research put forward by [24]; [25]; [26]; [27]; [28].

Consumers who have confidence in digital service providers will influence their interest in using the service [29]. Digital trade transactions that are more impersonal and anonymous make consumer trust an important thing that must be built by service providers so that consumers are willing to make transactions in that trading environment [30]. Trust in an application can reduce consumers’ desire to enjoy similar services offered by competitors [31]. Consumers will choose to work with those they trust rather than cooperate with unknown parties [32]. [12] states that trusts, influence the intention of use in m-banking. The same finding was found by [33], [13], [34],[35], [36], [37], [38], [39] It also found that trusts influence the intention of use.

Technology can be said to be good and ready when offering a risk-free or secure system [39]. In using digital financial services consumers should be free from the worry that their personal information and financial information may be leaked by third parties, so it is important for service providers to ensure the security of the application for its users. The perception of a sense of security in an application will foster trust in the application and this trust will encourage a person's interest in using the application. This is in line with previous findings that the trust mediates the influence of perceived security on intention to use [31]; [17]; and [12] the same findings were also put forward by [16], [15]; [30]; [32]; [35]. The aims of this study was to determine the influence of perceived security on trusts and their impact on intention to use digital payments. The method used is quantitative with multiple linear regression analysis by conducting causal studies on MSMEs in Bandung. Then conducted a statistical analysis of the hypothesis test t with a significant level (α) of 5% and the analysis of the path.

2. Method
The research method used is a quantitative method with multiple linear regression analysis. The three variables measured are: Perceived Security as a free variable (X) Trust as an Intervening variable (Y) and Intention to Use as a bound variable (Z). The respondent of this research is 60 MSMEs actors in the culinary and fashion fields in the city of Bandung who have not implemented digital payment in...
their business activities. The data collection technique uses non-probability sampling with 60 respondents which has been mentioned. The data were collected through questionnaires using the Likert scale. The questionnaire was distributed from September 2 to October 2 2021. Then conducted a statistical analysis of the hypothesis test t with a significance level (α) of 5% and the analysis of the path.

3. Results and Discussion
This research has several hypotheses that will be analyzed:
H1: Perceived security have positive and significant effect on intention to use.
H2: Perceived security have positive and significant effect on trusts.
H3: Trusts have positive and significant effect on intention to use.
H4: Trust mediates perceived security influence on intention to use.

Figure 1. Path Diagram Perceived Security towards Intention to Use Digital Payment through a Trust.

<table>
<thead>
<tr>
<th>Statistic</th>
<th>Coefficient path</th>
<th>t-statistic</th>
<th>t-table</th>
<th>Conclusion</th>
</tr>
</thead>
<tbody>
<tr>
<td>(α): 0,05</td>
<td>-0,23</td>
<td>-1,05</td>
<td>2,00</td>
<td>H1: Rejected There was no positive and significant influence.</td>
</tr>
<tr>
<td>df = n-k-1 = 60- (3-1) = 58</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>(α): 0,05</td>
<td>0,87</td>
<td>13,72</td>
<td>2,00</td>
<td>H2: Accepted There are positive and significant influences.</td>
</tr>
<tr>
<td>df = n-k-1 = 60- (3-1) = 58</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>(α): 0,05</td>
<td>0,57</td>
<td>5,23</td>
<td>2,00</td>
<td>H3: Accepted There are positive and significant influences.</td>
</tr>
<tr>
<td>df = n-k-1 = 60- (3-1) = 58</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>(α): 0,05</td>
<td>0,49</td>
<td>4,88</td>
<td>2,00</td>
<td>H4: Accepted Trusts mediates perceived security influence on intention to use.</td>
</tr>
<tr>
<td>df = n-k-1 = 60- (3-1) = 58</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

From the table is obtained the result that the path coefficient of the latent perceived security variable is -0.23. Negative path coefficient values indicate no effect of latent perceived security variables on intention to use. The statistical value of the t test for the path coefficient of the perceived security variable is t = -1.05. The table's t value based on the free-degree t distribution table df=n-k=60-2=58 and the significance level α=5% is t_{table}=2.00 Since the value t_{statistic}=-1.05<t_{table}=2.00, it was concluded that H1 was rejected or there was no statistically significant influence occurring between latent perceived security variables and intention to use variables. The results of this study indicate that the
perceived security owned by consumers does not have a direct impact to generate interest in using digital payments.

The path coefficient of the latent perceived security variable is 0.87. The value of the positive path coefficient indicates that the latent perceived security variable has a positive effect on the trust. In other words, the better perceived security of MSMEs actors towards digital payment, the more MSMEs will tend to believe in digital payments. The statistical value of the t test for the path coefficient of the latent perceived security variable is t=13.73. The table's t value based on the free-degree t distribution table df=n-k=60-2=58 and the significance level of α=5% is t_{table}=2.00. Because the value t_{statistic}=13.72> t_{table}=2.00 it is concluded that H2 is accepted or there is a positive and significant influence that occurs between the latent perceived security variable and the latent trust variable. These findings support the results of previous findings put forward by [12]; [16]; [17]; [18] which states that security has an impact on perceived security affects trusts. The results of this study indicate that a good perceived security of digital payment has an impact on trust in the service so that electronic financial services must have strong security to be able to increase customer trust. This means that if the perceived security is improved, it does have a significant effect on trusts.

The path coefficient of the latent trust variable is 0.57. The value of the positive path coefficient indicates that the latent trust variable has a positive effect on the intention to use. In other words, the better the trust of MSMEs actors towards digital payment, the more MSMEs will tend to be interested in using digital payment. The statistical value of the t test for the path coefficient of the latent perceived security variable is t=5.23. The table's t value based on the free-degree t distribution table df=n-k=60-2=58 and the significance level of α=5% is t_{table}=2.00. Because the value t_{statistic}=5.23> t_{table}=2.00, it is concluded that H3 is accepted or there is a positive and significant influence that occurs between the latent trusts variable and the latent intention to use variable. These results are in line with previous findings stating that trusts influence the intention of use [33]; [13]; [34]; [35]; [36]; [37]; [38] and [39]. The results of this study show that the better trust consumers have digital payment services, it can lead to the desire to use digital payment services. This means that if the trusts is improved, it does have a significant effect on intention to use.

The coefficient of perceived security mediation path against intention to use through trust is 0.49. A positive path coefficient value indicates there is a trust mediation role. The statistical value of the t test for the trust mediation path coefficient is t=4.88. The table's t value based on the free-degree t distribution table df=n-k=60-2=58 and the significance level of α=5% is t_{table}=2.00. Because the value t_{statistic}=4.88> t_{table}=2.00, it is concluded that H4 is accepted or trust mediates the influence that occurs between the latent perceived security variable and the latent intention to use variable. The better perceived security of MSMEs to digital payments, the better the trust in service providers and trust will encourage their interest in using the service. These results support the results of previous findings stating that trusts mediate the influence of perceived security on intention to use [31]; [17]; [12]; [16], [15]; [30]; [32]; [35]. The results of this study illustrate that a good consumer perception of the security of digital payment services is able to grow their trust in the service and this trust is able to encourage consumer interest in using digital payment services.

4. Conclusion
Based on statistical analysis that has been tested shows that perceived security has a positive and significant relationship to trust and intention to use mediated by trusts. Then the trust also has a positive and significant effect on intention to use. However, there is no positive and significant relationship between perceived security and intention to use directly. The findings of this study contribute to digital payment service providers to pay attention to perceived security variables and trust in increasing interest in using digital payments among MSMEs owners in Bandung.
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